# Beveiligingsplan BoejieBank

Om ervoor te zorgen dat klanten van BoejieBank in een veilige omgeving geld kunnen opnemen en dat de persoonsgegevens van de klanten veilig zijn opgeslagen, worden de volgende maatregelen genomen:

* De keypad waar de pincode mee moet worden ingevoerd is dusdanig afgesloten dat mensen achter deze persoon niet kunnen meekijken, als een klant de pincode intoetst. Zo heeft het voor dieven geen zin om na het pinnen de pinpas te stelen, omdat ze de pincode niet hebben kunnen zien.
* De code in het PHP bestand is zo gemaakt, dat er bij fouten geen SQL foutmelding te zien is, waardoor er geen SQL injection uitgevoerd kan worden. Zo kunnen hackers niet bij de gegevens in de database.
* De namen van de variabelen in de database kunnen niet geraden worden, om te voorkomen dat hackers bij de persoonsgegevens van de klanten kunnen komen.
* De opening van de geldlade is groot genoeg voor papier, daardoor kunnen grotere objecten niet door de opening. Door het interne mechanisme zouden er wel dingen in het apparaat kunnen, maar geen geld uitgehaald worden.
* Als klant de pincode vergeet, heeft de bank genoeg gegevens om met ID-kaart de identiteit te controleren om de klant een nieuwe pincode te geven. Zo kunnen vreemden niet zomaar een nieuwe pincode aanvragen.
* Het PHP kan alleen gebruikt worden als de juiste authenticatie sleutel wordt meegegeven. Dit om te voorkomen dat er een brute force hack wordt uitgevoerd waar pincodes en rekeningnummers vergeleken kunnen worden.
* Als je 15 seconden op het pincode scherm zit, moet de kaart opnieuw aangeboden worden. Zodat als de klant om wat voor reden dan ook wegloopt, dieven niet alleen de pincode nodig hebben om verder te gaan. Bij de andere schermen na 20 seconden zonder enige interactie, moet de pas opnieuw aangeboden worden.
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